
 

NACSA-MIC Webinar for ASEAN 
 “Cybersecurity in the New Normal” 

 
 
The impact of the COVID-19 pandemic has greatly changed our lives. As 

people's activities and contact with others has become restricted, there 
has been a rapid increase in dependence on Information and 
Communications Technology in various aspects of life, for example, the 
spread of telework and videoconferencing, and the increased use of digital 
data. Under these circumstances, in order for us to maintain and sustain 
normal socioeconomic activities, we must ensure cybersecurity, including 
the security of communications infrastructure and the handling of digital 
data distributed via these systems.  
 

Cyberattacks are becoming increasingly sophisticated and are happening 
on a large-scale. To confront such threats in cyberspace, it is extremely 
important for a wide range of public and private actors, across 
organizations and countries, to share threat information and 
countermeasures, and to collaborate with each other. 
 

National Cyber Security Agency (NACSA), Malaysia and Ministry of 
Internal Affairs and Communications (MIC), Japan proudly present 
“NACSA-MIC Webinar for ASEAN” to share knowledge from policy makers, 
industry experts and stakeholders. 
 

This webinar sets its theme as “Cybersecurity in the New Normal”, where 
experts will lecture about cybersecurity risks and measures in the New 
Normal. 

  



 

Agenda of NACSA-MIC Webinar for ASEAN 

“Cybersecurity in the New Normal” 
 
25th March 2021 
Moderator: Ministry of Internal Affairs and Communications (MIC), Japan 

Time (MST) Detail 
14.00 – 14.05 Event Explanation 
14.05 – 14.15 Opening Remarks 

 YBrs. Ir. Md. Shah Nuri bin Md. Zain, Chief Executive, National Cyber 
Security Agency(NACSA), Malaysia 

 TAWARA Yasuo, Director-General for Cybersecurity, Ministry of 
Internal Affairs and Communications (MIC), Japan 

14.15 - 14.25 Keynote: Cybersecurity Measures of Malaysian Government 
 Shariffah Rashidah Syed Othman, Director of NACSA Special 

Programme, NACSA, Malaysia 

14.25 – 14.55 Final Briefing on Proof of Concept about cybersecurity 
in Malaysia Management and Science University 
 NEC Corporation Ltd., Japan (including Q&A 5 min) 

14.55 - 15.10 Lecture1: Security threat trends related to files and "data sanitization 
technology" 
 Plott Corporation Ltd., Japan  (including Q&A 3 min) 

15.10 - 15.30    - Break - 
15.30 - 15.45 Lecture2: Network Security trend  -The Importance of a Self-

Defending Network- 
 Allied Telesis Corporation Ltd., Japan (including Q&A 3 min) 

15.45 - 16.00 Lecture3: Cloud Security First 

 TM ONE Corporation Ltd., Malaysia (including Q&A 3 min) 

16.00 – 16.10 Closing Remarks 
 OKA Hiroshi, Ambassador Extraordinary and Plenipotentiary of 

Japan to Malaysia, Embassy of Japan in Malaysia, Japan 
 YBrs. Ir. Md. Shah Nuri bin Md. Zain, Chief Executive, NACSA, 

Malaysia 

*The agenda can be changed as appropriate. 
*The secretariat of this webinar is OMC Corporation Ltd. entrusted by the Ministry of Internal 
Affairs and Communications. 
 
The registration form is the following URL: https://www.omc-mice.net/asean2021/ 
 
The secretariat of this webinar 
Email address: y_yamane@omc.co.jp  
Telephone: (+81)3-5362-0117  
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